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Abstract: Whilst the issue of jurisdiction – the question of how far control extends – has always been controversial, the introduction of information and communications technologies only exacerbates the problem. The first generation of scholars to consider this question tended to see technology creating a separate space – cyberspace – with its own legal boundaries. A second generation of scholars, however, has argued that there is nothing new with cyberspace and that conflicts over boundaries have always existed in the law; as a result, they argue that technology is not as remarkable a factor as the first generation believe. By considering the case of copyright and peer-to-peer technologies together with the regulatory environments surrounding their development, use and control, this paper proposes a further refinement in the dialectics of control through technology that refines our notions of jurisdiction in an era of globalisation enabled by new technologies.
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1 INTRODUCTION

The bursting of economic bubbles and the emphasis upon global security has given rise to a new form of scepticism regarding technology and society. It is common nowadays to dismiss previous technologically – optimistic claims regarding the information society. Whereas earlier it was claimed that “no one knows who or where you are on the internet” (Turkle, 1996), or “governments are powerless to regulate global networks” (Angell, 2000) such views are now considered by many to be unrealistic, or worse, deterministic. Indeed, it is now claimed that regulating data flows is no different than regulating other activities.
Deciding which of these views holds has important implications for understanding the developing nature of globalization and the ways in which information and communications technologies may be shaping the globalization debate. The future is likely to be very different if governments have (or believe that they have) the sovereignty to act than if they don’t. This principle of sovereignty is often summarised as the “government’s exclusive power within its borders and virtually nowhere else” (Leeds, 1998: pp. 6-7).

The jurisdiction of regulation and control, regardless of what is being regulated, has a particular domain of application. For instance, when referring to the regulation of copyrighted material by the UK Copyright Act 1988, its domain would be the geographical area and the natural and legal persons on which it may be enforced. Video rental records privacy laws in the United States specify a specific geographical area. The domain is sometimes even more limited than geography; the jurisdiction of U.S. privacy protection regulatory regimes include video rental records, but does not include electronic commerce conduct. The domain of regulation constitutes the footprint of each regulatory form and often is found to have the same meaning as the term jurisdiction. There is a series of diverse definitions regarding what is and what is not jurisdiction, but for the time being this paper will refer to the term jurisdiction as having the same notion as the application domain of a set of regulations. We note that many of the examples cited in this paper draw on cases in Western legal systems, this is primarily because other than censorship, these issues have not yet arisen in many non-Western contexts. Similarly, the developing nature of these issues in relation to new technologies means that no transnational structures exist, as yet, to address them.

Jurisdiction has been traditionally linked with the concept of the state since the latter has been the institutional mechanism supporting and cultivating the main regulatory mechanisms of the modern society. The globalization debate, (see for example, Avgerou (2002); Beck (2000), Walsham (2000)), however, has highlighted that the arbitrary physical boundaries of countries are becoming increasingly irrelevant to the global world.

One useful articulation of this argument is given by Ulrich Beck who argues that we have entered “a second modernity”. He defines the first modernity as being based on the assumption that “we live and act in the self-enclosed spaces of national states and their respective national societies” (2000 p. 20 emphasis in original) and suggests that this assumption no longer holds in an era of globalism.

That is, our actions are no longer restricted to the self-enclosed spaces where they take place. Rather our new global connections mean that things
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as diverse as “money, technologies, commodities, information and toxins ‘cross’ frontiers as if they did not exist. Even things, people and ideas that governments would like to keep out (for example, drugs, illegal immigrants or criticisms of human rights abuses) find their way into new territories” (p. 20). In the global economy of the second modernity it does not make sense to speak only of ‘national’ effects; any actions can only sensibly be considered in terms of their global effects, even if the immediate effects might appear to be fairly localised.

As a result, “nothing which happens on our planet is only a limited local event; all inventions, victories and catastrophes affect the whole world, and we must reorient and reorganize our lives and actions, our organizations and institutions, along a ‘local–global’ axis” (pp. 11-12).

This globalization debate, therefore suggests that regulation as a source of control is not limited to the State. Coupled with this, since the 1960s, the Chicago School of Regulation and Economics has been arguing that norms and markets are also sources of regulatory control. Each has different effects on jurisdiction. Markets are increasingly globalized, bringing with them a form of regulation that is not necessarily state-sponsored; the same may be said for norms.

This broader conceptualisation of regulation and its impacts on jurisdiction in a global environment are considered further below. First, however, the paper presents the two major ways in which the regulation of cyberspace has been considered.

2 TECHNOLOGY AND CONTROL OF CYBERSPACE: TWO VIEWS

The international regulatory environment has been of interest to a number of scholars as they studied the control of “cyberspace” or “the Net”. The views and findings of these scholars may be divided into two generations.

2.1 First Generation: Staking Out a New Place

The first generation of scholars argued that under traditional notions of sovereignty and jurisdiction, governments relied on borders to enable their power, give effects to their rules, create legitimacy to their enaction, and notice to those who were regulated. Jurisdiction was therefore essential to regulation; but over computer networks, this was challenged.

Johnson and Post (1996) argued that:
(M)any of the jurisdictional and substantive quandaries raised by border–crossing electronic communications could be resolved by one simple principle: conceiving of Cyberspace as a distinct “place” for purposes of legal analysis by recognizing a legally significant border between Cyberspace and the “real world”.

In effect, they were making both descriptive and normative arguments (Goldsmith, 1998a). First, their claim was that applying regulation limited by geographic–borders to an a-geographic-border environment would be senseless. This claim for a new space for cyberspace was famously developed by John Perry Barlow in his “Declaration of the independence of cyberspace” (Barlow, 1996) which asked “On behalf of the future” to be left alone by those of the past as they “have no sovereignty where we gather” (Barlow, 1996).

Second, they claimed that regulation by one jurisdiction would have spillovers immediately upon another because of the a-geographic-border nature of cyberspace. If one country decided that the internet was to be in their jurisdiction, then the rules dictated by this country would affect the entire internet. For example German hate speech laws could have a chilling effect on the willingness of service providers worldwide to host controversial content.

2.2 Second Generation: Reclaiming the Space

The second generation of scholars, however, regard this view as promoted by “regulation–sceptics” who exaggerate the problems of regulating cyberspace and ignore how similar it is to older forms of regulation and infrastructure (Goldsmith, 1998b: p.1130).

The critique is that cyberspace transactions are not all that different from transnational transactions, in that they both involve people in “real space” in different territorial jurisdictions causing “real-world” actions and effects.

Most “cyberspace” issues, therefore, have real–space analogies. According to Goldsmith, data havens may be created in the same way that tax havens may in the real world. Conflicts of law will occur in cyberspace the same way as they occur regularly in real-space; and the response to the real-space problem in the past has been international harmonization strategies. The feasibility of regulation will thus increase as the practices become more common in various jurisdictions, and once knowledge of laws in other jurisdictions grow and experiences are shared (Perrit, 1996).

The second generation argues that the changes in transportation and communications technologies of modernity have made multi-jurisdictional activity more common. International law permits States to “apply its law to
extraterritorial behavior with substantial local effects”; that is “in modern times a transaction can legitimately be regulated by the jurisdiction where the transaction occurs, the jurisdictions where significant effects of the transaction are felt, and the jurisdictions where the parties burdened by the regulation are from” (Goldsmith, 1998a: p.1207). That this is happening with the internet and global data flows, to these thinkers, is just more of the same.

As a result countries have been establishing regulation of data flows. The European Union finalised a harmonizing directive on data protection in 1995 that included two articles regulating transborder data flows (European Union, 1995). Countries as diverse as Australia (Australian Broadcasting Authority, 1999), China (BBC news, 2002a), and Saudi Arabia (Lee, 2001) have implemented censorship regulations to control the kind of information that was sent, received, or both (cf. (Rapporteurs sans Frontieres, 1999)); despite claims of infeasibilities and inaccuracies (cf. (Clarke, 1999; Dogcow, 1999; Electronic Privacy Information Center, 1997)). In 2000, a French court decided that Yahoo! was obliged to prevent French users from accessing material on Yahoo!’s sites that were illegal according to French law. This was done despite the fact that the servers and services were in the United States (Akdeniz, 2001), and technological arguments about the infeasibility of implementing the ruling and legal claims about the jurisdiction of the French courts.

The changing nature of technology also affects the ability to regulate a technological infrastructure. However, the regulation literature notes that every new technology can be seen to disrupt existing regulatory regimes, not just computing technologies. For example, Peltzman includes “changes in the ‘politics’ and changes in the ‘economics’ of the regulated industries” as factors that alter regulatory regimes, adding that political change also comes from “changes in the underlying organization and information technologies” (Peltzman, 1989: p.108).

While this second generation argues that technological change is not that big a deal, this paper contends that ignoring the constitution of technology may lead to problems in understanding regulation and jurisdiction.

There may be value in investigating the details of how technology changes regulation; or how technology enforces regulations, and other such interactions between technology and regulation. Then it is possible to have a deeper appreciation of how technology and jurisdiction interact.
3 A THIRD GENERATION UNDERSTANDING

Whilst the first generation argument perhaps placed too much emphasis on technological issues, the second generation places too much emphasis on how the environment is similar to previous practices, technologies, infrastructures and laws. A third generation argument has recently evolved that seeks to combine an appreciation of the role of technology in changing the regulatory habitat (Hood, 1994) whilst also allowing for the ongoing evolution of established legal practices.

Drawing on the Chicago School of Regulation which argues that markets and norms, together with laws play a role in controlling action, Laurence Lessig has also used ideas from Bentham and Foucault to include architecture (Lessig, 1998) and more particularly code / technology (Lessig, 1999) as other modalities of regulation. In his proposal for a New Chicago School, Lessig warns that it is necessary to look to how code or technological architectures are also capable of regulating human action. His model incorporates all these elements as modes of regulation.

The third generation understanding therefore acknowledges both the new practices enabled by technology and the role of existing laws (and markets and norms) in regulating behaviour. In the next section the paper considers how a third generation understanding can be used to analyse peer–to–peer networks and copyright before coming back, in the concluding discussion to review the impacts of this understanding for our views of effects of technology on regulation and the globalisation more generally.

4 CASE: COPYRIGHT, NAPSTER AND PEER-TO-PEER SYSTEMS

“Copyright means many things to many people”

The aphorism, which Sterling uses as an introductory phrase for his “World Copyright Law” (1998), reflects in a very eloquent way the idiosyncratic – if not protean – nature of copyright. Copyright affects people in a multitude of different ways and thus it becomes a myriad of different things for them.

In the past few years, MP3 files, services like Napster and peer-to-peer networks more generally were seen by many as the latest and perhaps the most significant challenges to the copyright status quo. The small file sizes of MP3 files that allowed near CD quality music to be searched for and downloaded quickly from all over the internet were leading to an order of magnitude increase in the problems of the copyright management industry.
Throughout its history copyright has tended to be used to protect the interests of the content disseminators rather than those of the content creators. This does not mean that the interests of the creators or the consumers of intellectual creations were not protected; it is just that the mapping of the interests was much more in favour of the disseminators and other intermediaries than anyone else. The only case where such a situation is reversed is that of the authors’ collecting societies, especially those of continental Europe and Germany in particular (Sterling, 1998), although again the collecting societies are intermediaries. This is due to both the content and structure of copyright and author’s right laws, and the way these laws are constructed. In the terms of content, almost all the rights granted to a creator can be—and are—transferred to intermediaries that vary from a disseminator, such as a music label, to a collecting society or a software house. In terms of structure, copyright laws have been built based on the assumption of a hierarchical system of distribution where the points of original dissemination are controlled.

In the digital version of copyright laws, especially as it has been manifested in the DMCA or the European Copyright directive, the control becomes even more stringent, with copyright being transformed into an access–right. In terms of the way copyright laws are created, it seems that content disseminators or intermediaries of all kinds have a much stronger lobbying presence than consumers or creators. This becomes increasingly apparent after the mid 1990s, when there has been a realisation of the potential of digital dissemination.

4.1 Napster and Peer-to-Peer File Sharing

In May 1999 Shawn Fanning, an undergraduate student at Northeastern University, created an application called Napster. The idea behind Fanning’s software was to enable end–users to share the MP3 files stored in their computers, using a centralised indexing service to locate the files. Two years after its launch, Napster had experienced an exponential growth to reach an audience of over fifty million users. Napster’s popularity resulted in a lengthy legal battle between the music industry and Fanning’s newly founded company on issues of copyright infringement (Alderman, 2001).

Most of the peer-to-peer services have been entangled in legal disputes with the media industries. Napster was sued in 1999 and a shortly thereafter Scour faced a very similar fate (Alderman, 2001). Both companies had to suspend services (from July 2001 and December 2000 respectively). In the midst of a series of legal developments and extensive media hype, the Recording Industry Association of America (RIAA) and Motion Picture Association of America (MPAA) have also gone after a number of other
5 ANALYSIS

In order to understand these developments, this paper will use the third generation understanding and, in particular, Lessig’s four modalities of regulation: markets, laws, norms and technology. These will be used to show the different ways in which the audio-visual industry has sought to address the threat to copyright from peer-to-peer networks.

Markets. The main strategy of the content industry up to now for dealing with the copyright problems offered by Napster and peer-to-peer networks has been to identify bottlenecks of control and then charge them with contributory, vicarious or wholesale infringement of copyright, thus directly impacting the ‘market’ for such files. This is a tactic that makes sense, especially in terms of copyright law, since the latter is structured in such a way that it encourages the monitoring of the content users by the content distributors through liability clauses. Copyright law is structured on the assumption that the distribution of copyrighted material happens in a more or less centralised and therefore more or less controllable way: if the bottlenecks can be controlled then the end users can be controlled. RIAA and MPAA have followed a variety of methods for controlling bottlenecks, from high profile lawsuits against peer-to-peer services to recommendations to colleges and universities, where much file sharing is happening, accompanied by warnings that if no measures are taken in due time, legal action would follow. Prominent examples include that of Carnegie Mellon University in Pittsburgh, where in late 1999 seventy-one students were disciplined for the illegal use of MP3 files on the University’s intranet (Wired News, 1999b).

Laws. Another approach for the copyright holders is to sue directly the infringers, i.e. the end users. This approach has some inherent problems since it is problematic for a company to start suing its own actual and potential customers. This was manifested in the Levy case. Geffrey Gerard Levy was a student at the University of Oregon and was prosecuted under the No Electronic Theft (NET) Act v1997 for illegally distributing MP3 files as well as pirated software and clips from theatrical movies (Wired News,
1999a). He was reported by network administrators at the University of Oregon. Despite its success in legal terms, the Levy case has proven to be a public relations disaster for the audio–visual industry and it does not appear to have deterred any users from file–sharing practices. The content industry has repeatedly leaked to the press its intentions to go after the file–swappers themselves. It has also been the case that internet service providers have addressed e–mails to their customers asking them to stop sharing certain files under the penalty of having their accounts terminated.

**Norms.** The litigation instigated by the audio-visual industry have been supplemented by a series of awareness initiatives, but these have tended to have limited success. For instance, in October 2001 the Disney Channel aired an episode of the Proud Family, a cartoon series aimed at the pre–teen audience, where the heroine Penny Proud realises the dark side of file-trading after she has been threatened with arrest by the police, been deprived of her computer and found that her local store had gone out of business (Wired News, 2001). It would, however, be quite naive to believe that an industry that has been based on the production of content that emphasizes anti–conformism and rebellion could manage to pass the message of compliance as easily as some of the top executives would like it to happen. “Homer’s gaffe” (whereby the UK website for the Simpsons briefly gave advice on how users could circumvent the technological measures that limit where the DVDs could be played (BBC news, 2002b)) is only the latest in a series of self-conflicting practices that the media industry has followed.

**Technology.** Other strategies that the audio-visual industry has adopted include the development and evolution of Digital Rights Management (DRM) systems for the protection of their content. Despite the enthusiasm that followed the introduction of DRMs as an alternative way to protect content, it has become increasingly apparent that the very construction of DRMs has been their main problem. Most of the existing DRMs impose restrictions on the way the users experience music either in terms of the time(s) they can listen to a track, or the players they can use to listen to it or in terms of the portability of the files. The existing distribution systems used can match neither the ease of use nor the variety of content that the peer-to-peer services provide their users with. Nevertheless research on DRMs continues and is still seen as one of the possible solutions to the peer-to-peer “problem”. Most of the last generation file-sharing networks allow the display of information concerning the files being shared to help users in their searching and this could be seen as a form of DRM forerunner. Files distributed by EMI's 2Ksound music label can be found over the KaZaA network and this has been used as an argument for supporting the distribution of music files with DRMs over peer-to-peer networks.
All these developments happen in the footprint of the U.S. Digital Millennium Copyright Act that contains provisions supporting technical measures of protection and under the debate concerning the proposed Security Systems Standards and Certification (SSSC) Act, which would make it a civil offence to sell or create any kind of computer equipment that “does not include and utilize certified security technologies” approved by the federal government.

5.1 Providing Safe Harbours: Where Technology and Jurisdiction Interact

Despite their multi-level nature, the efforts of the audio-visual industry to combat the file-sharing phenomenon have not been met with particular success. Following a trajectory of increasingly stricter measures and after having exhausted legal, technical and audience-shaping methods, the copyright holders have to find refuge in other kinds of measures. These are called “self-help measures” by their proponents and “hacking” by their opponents.

This solution has been advocated by Congressman H. L. Berman and is based on the idea of allowing a safe-harbour status for copyright holders when trying to protect their content even if in the course of their attempts they are committing acts including “interdiction, decoy, redirection, file-blocking, and spoofing” (Berman, 2002; CEI, 2002).

6 DISCUSSION

The third generation approach supports the presence of multiple modalities of regulation, including norms, markets, and technologies. Law is merely one form of regulation that is subject to national jurisdiction, and sometimes even more limited than that. Norms and markets are increasingly global; while technology may be used across borders. In this sense, any given user is subjected to a number of regulatory jurisdictions at a given time and information and communication technologies only increase this diversity.

There are two main implications for this approach. The first is the mixing of modalities that subject the user to greater control and possibly coercion, with decreased accountability. The second is the notion of regulatory patching that may indeed grant the user some autonomy. These are then combined in the notion of the commodification of regulation (Romano, 1985).
6.1 Mixing Modalities

As there are multiple sources of regulation, each may establish jurisdiction over the user. The sources of regulation also intermix with each other. Laws are created to shape technology. As discussed above, DRM technologies are protected in the U.S. by the DMCA.; if you reverse-engineer the protections within a DRM technology you are in contravention of U.S. law, regardless of whether under traditional copyright laws you are permitted to access the protected data. National laws and policies that dictate the form and structure of information technology are interpreted and embedded within a technological solution, and when this solution is used world-wide, it carries the politics of its creation: in effect, it enforces foreign law and policies. The jurisdiction of the law therefore extends. In one recent case, because the reverse-engineered solution was made available on the internet and was to be discussed at a conference within the U.S., the U.S. Department of Justice established jurisdiction over conduct occurring abroad when a Russian computer programmer visited the U.S. for a conference (Sklyarov, 2002).

As a result, the first generation thinkers may have had a point: information and communications technologies do extend space; but it is not necessarily a space of its own. The interaction amongst the modalities is what is interesting; not the idea that one modality operates in isolation of the others. Whilst the second generation thinkers would argue that being regulated by multiple jurisdictions at one time is what they have been arguing all along, they fail to appreciate exactly how the technology takes on a regulatory form, how the other modalities may shape its regulatory tendencies, and how the modalities together may extend (or decrease) each others jurisdictions.

The challenge for a user then becomes a situation of trying to understand their jurisdiction. While users are normally subject to national law while operating within a country, they may be subject to foreign laws: technology-use policies of DRM systems, acceptable-use policies of service providers, and even the regulations embedded within peer-to-peer services. The legal and ethical problem is then to identify the political system that can be held accountable for the existence of the regulation, and who to appeal to for changes to it.

6.2 Regulatory Patching

A second implication can be considered the inverse of the regulatory polyphony that exists under the mixing of modalities. This inverse situation can be called “regulatory patching”. It refers to the situation where the
subjects “build” the regulatory ‘ecology’ that they wish to be subjected to. Unlike the traditional regulatory model where there is a single non-modifying regulation for all subjects, traditionally the state, there may be multiple regulatory modalities acting upon the user. As a result some form of regulatory selection may occur.

For instance, a person may choose to use MP3.com with its streaming technology in order to access independent label artists and KaZaA to download mainstream music. That means that the person is subjected to the KaZaA regulatory regime that allows the sharing of music amongst the participants of what is referred to by the KaZaA company as the “KaZaA community”, but at the same time it installs spyware on the participants computers. Spyware is a kind of software that transmits data about web usage and the kind of files that users store on their hard drive.

Users may not want to be subjected to such kind of regulation. Therefore, they have the option of altering the regulatory regime and thus shifting the boundaries of jurisdiction with the addition of software patches that allow the bypassing of spyware during the execution of the original KaZaA program – with the use of KaZaA lite – or the removal of spyware components once the use of the program has terminated, e.g. with Ad-Aware.

In addition, in order to regulate the phenomenon of free-riding, where participants of a peer-to-peer network only download files and do not post files for others to download, KaZaA has implemented the participation level specification in their software. The participation level relates to the computing and content resources, in terms of computing power, bandwidth and number of files that an individual user is ready to devote to the network. The higher the participation level the more the access to the content that the user has. Thus, in order to download files you must provide files for upload. This is a regulatory mechanism enforced in order to encourage participation of the users. However, the user can always download the patch of KaZaA lite 2.0 which creates a fake participation level for users and thus allows them to continue to download files without really sharing them. In such a case there is not a common regulatory mechanism for everyone but each user has – at least in principle – the option to construct their own regulatory scheme. This can be considered as ‘regulatory patching’.

There are also alternative technologies that allow users to change their internet protocol addresses, in effect changing their network-apparent geographical location. Many of these services actually exist in the U.S., however, and as it pertains to intellectual property laws, locating one’s self virtually in the U.S. may actually be more hazardous; but if the users are concerned about other regulations such as free speech protections in their
home country, then the shift to the U.S. jurisdiction might be understandable.

To some extent, there are parallels with real-world legal issues. A classic example is that of off-shore companies that choose to be located in jurisdictions that have a more relaxed taxation regulations. While this practice of regulatory arbitrage (i.e. of companies in particular, choosing to be subjected to one particular set of laws and not to another because of the better regulatory options that one jurisdiction offers over another) is not uncommon, what is special about this case is the way in which the arbitrage can be created through the technology on an individual basis. Users may, even in the absence of knowing what regulations they are necessarily subjected to, choose to alter the controls through regulatory-patching.

6.3 The Commodification of Regulation

The practice of “regulatory patching” proves the fundamental change regulation has been subjected to. It is not a new theoretical understanding of what regulation does or how regulation operates in a global setting; it is how individuals actually interact with regulatory structures (including technology) that seems to become substantially different to all pre-existing regulatory notions. The findings presented in this paper are just based on policy makers’ interventions or theoretical assumptions regarding the nature of interventions. Sources like these were certainly helpful for understanding the trajectory of regulatory evolution, however, it is the practice of those subjected to regulatory regimes that leads this new regulatory debate. This constitutes a paradigmatic shift from traditional regulatory studies. Even in cases where formulations such as self-regulation were studied, the sources of regulatory intervention were not coinciding in their entirety with the subject of regulation. When, for instance, the self regulation of the banking sector is studied, the consumer who is essentially affected and regulated by such a mechanism is either not examined at all or is approached as a passive receptor of the regulatory effort. On the contrary, in this paper, the information systems that have been studied allow regulation to move from a “turn key” agreement, where the only choice for the regulated is that of which regulation to choose but to a “do it yourself” construction, where the end–users “construct” their own regulatory ecology.
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